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| Abstract |  |
| User authentication through password matching is an age-old issue. It has been popularly being used in the computing world for its simplicity, flexibility and remote accessibility. Although people later developed and deployed some other authentication systems like Biometrics Authentication and Token-Based Authentication; despite proving higher degree of security, they all suffer from an orthodox problem-remote accessibility to an Internet-Based System. Again, for remote access, the general trend of using textual passwords is not guaranteed to be highly secured and, most often, they are seen breached by the intruders using some common password breaking algorithms. Hence, a more reliable, robust, secured and allover simple authentication system for remote accessibility is yet needed in digital world. In this paper, we propose a 3-Layer user authentication system for remote access of Internet-based systems that is guaranteed to be more secured, robust and reliable as compared to its existing counterparts. Besides, the proposed system ensures flexibility, reduced complexity and simplicity as well. | |