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| Abstract |  |
| Certificate Verification is the process of verifying a certificate issued by an institution and verifying that it is genuine and authentic Certificate issuing authorities appear to have compromised for student data protection certificates. Data is being disposed of and dishonest peoples can use this for their advantage. In preparation for solving this problem of forge certificates, the digital certificates are based on the BlockChain term. It is one of the recent technology which is able to be affected for data security. To verify the fidelity of those data, we relate a blockchain hash affirmative method. This prominence of blockchain helps to stricken the thing of the fake certificates. Authors have used two platforms of blockchain ehtereum and bitcoin for certificate verification. But those two platforms are permission-less blockchain where anyone can join the network. For making it more secured we can use the Hyper-Ledger platform which is more secured and only the present participants can join the network. This application demonstrates that blockchain-based hash validity has been developed to identify baleful and temporary changes in data. The technique that is discussed is that the main data is stored severally from the blockchain, then it allows a sense accessory and a hash of those data that presented to the blockchain, The original information is going to be verified against the hash in the block-chain at any moment. | |